
Cyber Security Policy 
 

The Academy is committed to ensure Cyber Security, by establishing and maintaining the 

required office Cyber Security protection measures to safeguard the confidentiality, integrity 

and availability of Information, Information Systems and IT / OT equipment, in order to 

promote the safety and security of persons and property within the Academy. 

The Academy expects all its employees to comply with the requirements relating to Cyber 

Security Risk management. All employees and Third Parties are expected to be familiar with 

their relevant Cyber Security duties and responsibilities and the measures required to protect 

the Academy from any loss of confidentiality, integrity and availability of information. 

The company ensures that the use of removable media devices to store and transfer 

information by all users who have access to Academy’s information and Information Systems is 

controlled in order to enable correct data to be available only to whom this is required, to 

maintain data integrity, to prevent unintended or deliberate consequences to the Computer 

Network and to ensure the security of Protected and Restricted Information. 

The management is committed to provide all necessary resources to support company’s Cyber 

Security Objectives. 


